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Information required to be provided to

customers and the applicable provision

Specific information required to be provided in order to comply with FATCA

(1) | Name of the foreign country United States

(2) | Information on the personal data o Whether a personal data protection system has been stablished:
protection system established in the *While no comprehensive law is established, there are laws applicable to
foreign country which is obtained the public sector: the Electronic Communications Privacy Act (“ECPA”)
through appropriate and reasonable and the Health Insurance Portability and Accountability Act (“HIPAA”).
means olnformation that can be indicators for the level of the personal data

protection system:

(DEU has not made a decision that U.S personal information protection
system ensures an adequate level of protection of personal
information.

(@United States participates in the APEC CBPR from July 25, 2012.

oObligations or individual right from the point of view of the eight principles
under the OECD’ “Guideline governing the protection of privacy and
transborder flows of personal data” (OECD Privacy Guideline”) :

(DThe Collection Limitation Principle is partially set out in HIPAA.

@There are no provisions equivalent to the Data Quality Principle.

(B There are no provisions equivalent to the Purpose Specification
Principle.

@The Use Limitation Principle is partially set out in the ECPA and
HIPAA.

BThe Security Safeguards Principle is partially set out in the HIPAA.

®There are no provisions equivalent to the Openness Principle.

(DThe Individual Participation Principle is partially set out in HIPAA.

8 There are no provisions equivalent to the Accountability Principle.

oThere are no other systems that may have a materially adverse impact on
the rights and interests of individuals.

For details, see the website of the Personal Information Protection

Commission Japan (https://www.ppc.go.jp/en/index.html).

(3) | Information on the measures for the The IRS (Internal Revenue Service of the Unites States) has taken
protection of personal data taken by measures to comply with all eight principles under the privacy guidelines
the third party published by the Organisation for Economic Co—operation and Development.

(4) | Third party to whom personal data is The IRS (Internal Revenue Service of the Unites States).
provided

(5) | Purpose of the use by the third party to | Imposition and collection of tax.
whom personal data is provided

(6) | Personal data items to be provided to Account information required under the Internal Revenue Code, Treasury

the third party

Regulations, intergovernmental agreements, and other regulations.
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